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Welcome to the Women Leaders in Cybersecurity Annual Conference. It is a 
privilege and honor to bring together so many terrific women leaders to address critical and 
increasingly complex issues of cybersecurity risk, regulation, and policy. We will explore, 
through an interdisciplinary lens, the security of our nation’s election system and other critical 
infrastructure and the resiliency of organizations in the private and public sectors.  

Thank you for joining NYU’s Center for Cybersecurity, NYU Tandon School of Engineering, and 
NYU School of Law in our conversations with leading voices from:

• Government – the FBI, FTC, SEC, U.S. Attorney’s Office, and New Jersey’s 
Secretary of State

• Industry – Endgame and Energy Impact Partners, IBM, Morgan Stanley, Google, 
Target, Starr Insurance Holdings, and Sumitomo Mitsui Banking Corp.

• Law and Advisory Firms – Gibson, Dunn & Crutcher; Latham & Watkins; EY; 
Alta Associates and

• The Executive Women’s Forum on Information Security, Risk Management and 
Privacy (EWF)

We are grateful to our speakers who will share their diverse experience and expertise in 
technology, law, policy, strategy, business and ethics. Thank you for engaging in this important 
discourse with us.

Best regards, 

Judith H. Germano, Conference Chair
Distinguished Fellow, NYU Center for Cybersecurity
Professor, NYU Master of Science in Cybersecurity Risk & Strategy Program
Adjunct Professor, NYU School of Law
Founder, GermanoLawLLC



Women Leaders in Cybersecurity:  
The Journey Continues

Beyond Politics: How to Secure Elections & 
Other Critical Infrastructure

8:30 - 9:00 AM
Registration and Breakfast

9:00 - 9:15 AM 
Keynote

9:15 - 10:30 AM 
Panel

1.5 credits of CLE in the 
Areas of Professional 
Practice category will 
be available. This panel 
is appropriate for both 
experienced and newly 
admitted attorneys.

Judi Germano, Distinguished Fellow, NYU Center for Cybersecurity; 
Professor, NYU Master of Science in Cybersecurity Risk & Strategy 
Program; Adjunct Professor, NYU School of Law; Founder, 
GermanoLawLLC; Former Chief of Economic Crimes, U.S. Attorney’s 
Office for the District of New Jersey

Moderator: Zainab Ahmad, Partner, Gibson, Dunn & Crutcher; 
former Deputy Chief of the National Security and Cybercrime Section, U.S. 
Attorney’s Office for the Eastern District of New York
Michelle Amico, Cyber Security Services Leader, Public Sector, IBM
Valentina Soria, Executive Director, Head of Threat Intelligence, 
Morgan Stanley
Tonya Ugoretz, Deputy Assistant Director for Cyber Readiness, 
Outreach, and Intelligence, FBI
Hon. Tahesha Way, Secretary of State, State of New Jersey

Schedule
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10:30 - 10:45 AM 
Networking Break

Women Leaders in Cybersecurity   |   Schedule   |   5

Presentation

Women Leaders in Cybersecurity 
Annual Award

10:45 - 11:30 AM 
Keynote

11:30 - 11:45 AM 
Presentation

Award Introduction and Remarks

Niloofar Razi Howe, Senior Operating Partner, Energy Impact 
Partners; Board Member, Endgame, Recorded Future, Dragos Inc.; former 
Chief Strategy Officer, Endgame, RSA

Joyce Brocaglia, Founder, Executive Women’s Forum on Information 
Security, Risk Management and Privacy (EWF); Founder and CEO, Alta 
Associates and BoardSuited; Board of Trustees Member, Drew University; 
Board of Advisors Member, RSA Conference, Shared Assessments, 
Women’s Technology Council of NYIT; Past Board of Advisors Member, 
International Consortium of Minority Cybersecurity Professionals 

Rachel Greenstadt, Associate Professor, NYU Tandon School of 
Engineering 
Elizabeth Mann, Principal, Cybersecurity, EY

Critical Issues at the Intersection of Privacy, Technology & Security
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Government Perspectives: A Conversation 
on Ethics and Enforcement

1.0 credit of CLE in the 
Areas of Professional 
Practice category will 
be available. This panel 
is appropriate for both 
experienced and newly 
admitted attorneys.

Tiffany George, Senior Attorney, Bureau of Consumer Protection, FTC
Saritha Komatireddy, Assistant U.S. Attorney, National Security and 
Cybercrime Section, U.S. Attorney’s Office for the Eastern District of New York
Carolyn M. Welshhans, Associate Director, Division of Enforcement, SEC
Moderator: Judi Germano

Presentation

2:30 PM
Closing Remarks

1:00 - 1:15 PM 
Keynote

Jelena Kovačević, William R. Berkley Professor and Dean, NYU 
Tandon School of Engineering

Cybersecurity Crisis Response and 
Enterprise Risk Management Strategy

1:15 - 2:30 PM
Panel

Moderator: Jennifer C. Archie, Partner, Latham & Watkins
Radhika Bajpai, Senior Program Manager, Google; Graduate, NYU 
Master of Science in Cybersecurity Risk and Strategy
Jodie Kautt, Vice President, Cybersecurity, Target
Francesca Lulgjuraj, Associate General Counsel and Compliance 
Director, Starr Insurance Holdings; Graduate, NYU Master of Science in 
Cybersecurity Risk and Strategy
Kylie Watson, CISO, Sumitomo Mitsui Banking Corp.

1.5 credits of CLE in the 
Areas of Professional 
Practice category will 
be available. This panel 
is appropriate for both 
experienced and newly 
admitted attorneys.

11:45 - 1:00 PM 
Lunch Discussion
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Women Leaders in Cybersecurity: The 
Journey Continues

9:00 - 9:15 AM 
Keynote

Judi Germano
Distinguished Fellow, NYU Center for Cybersecurity; Professor, NYU Master of Science in 
Cybersecurity Risk & Strategy Program; Adjunct Professor, NYU School of Law; Founder, 
GermanoLawLLC; Former Chief of Economic Crimes, U.S. Attorney’s Office for the District of 
New Jersey

Judith H. Germano is a practicing attorney, entrepreneur, academic, and former federal 
prosecutor. Judi is a Distinguished Fellow at NYU’s Center for Cybersecurity (CCS), Professor 
in NYU’s Master of Science in Cybersecurity Risk and Strategy program, and Adjunct Professor 
at NYU School of Law. Judi leads the CCS Cybersecurity Leaders roundtable series, engaging 
corporate executives and senior government officials to address critical cybersecurity concerns, 
and chairs NYU’s annual Women Leaders in Cybersecurity conference. A former federal 
prosecutor for 11 years and founder of GermanoLaw LLC, she counsels public and privately-held 
organizations on cybersecurity and privacy matters and represents companies and individuals on 
issues relating to complex financial crimes, internal investigations, and regulatory-compliance 
matters.

Judi previously was Chief of Economic Crimes at the U.S. Attorney’s Office for the District of 
New Jersey, where she supervised and prosecuted complex criminal cases involving cybercrime, 
securities and other financial fraud, identity theft, corruption, export enforcement, and national 
security. Previously, she worked at the global law firm Shearman & Sterling and served as a law 
clerk to federal judges on the U.S. Court of Appeals for the Second Circuit and U.S. District Court 
for the District of Connecticut.

Judi’s publications include: AWWA’s Report on Cybersecurity Risk & Responsibility in the 
Water Sector; Cybersecurity Partnerships: A New Era of Collaboration; Third-Party Cyber 
Risk & Corporate Responsibility; and After the Breach: Cybersecurity Liability Risk. She was 
recognized as a 2019 Top 50 Women in Business by NJBIZ and is a five-time finisher of the 
IronMan (140.6 mile) triathlon.
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9:15 - 10:30 AM
Panel

Zainab Ahmad
Partner, Gibson, Dunn & Crutcher; former Deputy Chief of the National Security and 
Cybercrime Section, U.S. Attorney’s Office for the Eastern District of New York

Zainab Ahmad is a partner in the New York office of Gibson, Dunn & Crutcher and a member 
of the firm’s White Collar Defense and Investigations and Privacy, Cybersecurity and Consumer 
Protection Practice Groups. Ms. Ahmad served as Senior Assistant Special Counsel in Special 
Counsel Robert S. Mueller’s office following a successful career as a prosecutor and trial lawyer 
at the Department of Justice in both Washington, D.C. and the Eastern District of New York. 
As former Deputy Chief of the National Security and Cybercrime section at the U.S. Attorney’s 
Office in the Eastern District of New York, Ms. Ahmad supervised a unit of over 20 attorneys, 
investigators, and staff prosecuting sensitive counterterrorism, counterespionage, and cybercrime 
cases. Ms. Ahmad has also played an active role in the advancement of global cybercrime laws 
and regulations. She participated in development of the World Economic Forum’s Guidance on 
Public-Private Information Sharing Against Cybercrime and organized and led a Cybercrime 
Roundtable with former FBI Director James Comey and C-suite executives to discuss improved 
public-private partnership in combatting cybercrime. 

At Gibson Dunn, Ms. Ahmad advises clients on cybercrime and intellectual property issues, 
including handling investigations, enforcement defense, and litigation. She has extensive 
experience with a wide range of federal, state, and international cybersecurity laws, regulations, 
and standards. Ms. Ahmad’s practice also focuses on white collar defense and investigations, as 
well as regulatory and civil litigation challenges, such as matters involving corruption, anti-money 
laundering, sanctions and FCPA issues.

Michelle Amico
Cyber Security Services Leader, Public Sector, IBM

Michelle Amico is a Cyber Security Services Business Leader for IBM Security, the largest 
enterprise security company in the world. Her team is focused on providing strategy and 
resources to help protect many of the largest cities, pharmaceutical companies, and hospitals 
across North America from cyber threats. She has led her public sector clients in large-scale 
security transformations projects for application security, penetration testing, incident response, 
identify and access management, and many other security initiatives. Previous to IBM, Michelle’s 
passion for cyber security started with her major in National Security from Penn State University, 
and was followed by roles in Business Continuity, Counter Terrorism research, and Operations for 
another IT company.

Critical Issues at the Intersection of Privacy, Technology & Security
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Valentina Soria

Executive Director, Head of Threat Intelligence, Morgan Stanley

Valentina Soria is an Executive Director and Global Head of Threat Intelligence at Morgan 
Stanley. She supervises a global team of intelligence analysts who are responsible for monitoring 
the cyber threat landscape and assessing threats to the Firm’s assets, clients, and reputation. 

Prior to joining Morgan Stanley in January 2017, she spent three years at the Bank of England 
where she was appointed Head of Threat Intelligence in 2015. In this capacity, Valentina has been 
a longstanding contributor to several global industry information-sharing initiatives. In addition 
to being an active member of the FS-ISAC Threat Intelligence Committee (TIC) for almost two 
years, she has sat on TIC’s Executive Committee and chairs the TIC Working Group responsible 
for producing member-driven products. She is also an active contributor to the Financial Systemic 
Analytics & Resilience Center (FSARC) and actively supports efforts to enhance intelligence 
sharing between government and private sector partners. 

She has also spearheaded efforts to connect women in cybersecurity across the financial services 
sector and is in the leadership of Morgan Stanley’s Women in Technology (WIT) group.

Valentina started her career as a Counter-Terrorism Fellow at the Royal United Services Institute 
in London prior to joining IHS Jane’s as a security consultant specializing in counterterrorism, 
national security, and intelligence matters.

Tonya Ugoretz 
Deputy Assistant Director for Cyber Readiness, Outreach, and Intelligence, FBI

Tonya Ugoretz is the Deputy Assistant Director (DAD) for the Cyber Readiness, Outreach, and 
Intelligence Branch. She oversees Cyber Division’s intelligence, operations support, workforce 
readiness, and outreach. 

Ms. Ugoretz began government service in 2001 as a Presidential Management Fellow. In 2003, 
she became the first analyst to serve as the FBI Director’s daily briefer. She has also served 
as an Intelligence Analyst; a Targeting Analyst; a Unit and Section Chief in the Directorate of 
Intelligence; and as the FBI’s Chief Intelligence Officer from 2010 to 2012. She has served in joint 
duty positions with CIA, Customs and Border Protection, and the National Intelligence Council. 
Most recently, she spent three years as the first Director of ODNI’s Cyber Threat Intelligence 
Integration Center (CTIIC), a multiagency center that builds understanding of foreign cyber 
threats to U.S. national interests. 

Prior to joining the FBI, Ms. Ugoretz was an editor of foreign policy journals and IEEE 
publications. She received bachelor’s degrees in International Relations and in Spanish from 
Ursinus College and a master’s degree from the School of Diplomacy and International Relations, 
Seton Hall University. Ms. Ugoretz received the National Intelligence Distinguished Service 
Medal from ODNI and the Director’s Award for Exceptionally Meritorious Service from the 
National Counterterrorism Center. 

Beyond Politics: How to Secure Elections & Other Critical Infrastructure



Beyond Politics: How to Secure Elections & Other Critical Infrastructure

Hon. Tahesha Way

Secretary of State, State of New Jersey

Tahesha Way serves as New Jersey’s 34th Secretary of State. Nominated for appointment by 
Governor Phil Murphy on December 18, 2017, Ms. Way was sworn in on February 26, 2018. As 
Secretary of State, Ms. Way holds one of the nation’s oldest constitutional offices and leads a 
department with a diverse portfolio. She serves as New Jersey’s top election official, overseeing 
the state Division of Elections and its work in securing our democracy and ensuring broad, fair 
access to the right to vote. Ms. Way also chairs New Jersey’s Complete Count Commission, a 
27-member non-partisan commission established to encourage full participation in the 2020 
Census. In addition to the critical work protecting what Secretary Way calls the “fraternal twins of 
democracy,” Ms. Way also oversees the state government offices supporting New Jersey’s vibrant 
arts, culture, history, and business communities. 

Throughout her career, Secretary Way has devoted herself to public service. Prior to becoming 
Secretary of State, Secretary Way was an Administrative Law Judge for the State of New Jersey. 
In 2006, Secretary Way was elected to the Passaic County Board of Chosen Freeholders and 
served as the Freeholder Director in 2009. She served as special counsel for the Passaic County 
Board of Social Services overseeing all agency litigation.  She also served as a council member for 
the New Jersey Highlands Water Protection and Planning Council. She is the former president of 
the Women Empowered Democratic Organization of Passaic County, an organization dedicated 
to empowering Democratic women by increasing their participation with the goal of achieving 
greater equality in the political process. Secretary Way also previously served on the Board of 
Directors for the Institute for Women’s Policy Research, a leading national think tank geared 
towards advancing dialogue and policy for improving women’s lives and their families. 

Secretary Way is a graduate of Brown University, where she served as Vice President of the 
collegiate chapter of the NAACP, President of her Alpha Kappa Alpha Sorority, taught religious 
education, and was a radio announcer for WBRU-FM. Ms. Way holds a juris doctor from the 
University of Virginia School of Law at Charlottesville, where she clerked for the Virginia Legal 
Aid Society and the United Steelworkers of America. 

Secretary Way lives in Passaic County with her husband, former New York Giant and NFL 
executive Charles Way, and their four daughters. Secretary Way has been a member of the New 
Jersey State Bar Association, Garden State Bar Association, National Association of Women 
Judges, Association of Black Women Lawyers, Passaic County Bar Association, and the New 
Jersey Women Lawyers Association.
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Keynote Presentation

9:15 - 10:30 AM

Niloofar Razi Howe
Senior Operating Partner, Energy Impact Partners; Board Member, Endgame, Recorded Future, 
Dragos Inc.; former Chief Strategy Officer, Endgame, RSA

Niloofar Razi Howe has been an investor, executive, and entrepreneur in the technology industry 
for the past 25 years, with a focus on cybersecurity for the past ten. She is a Senior Operating 
Partner at Energy Impact Partners, a VC fund investing in companies shaping the energy 
landscape of the future. Prior to that, Ms. Howe served as Chief Strategy Officer and Senior Vice 
President of Strategy and Operations at RSA, a global cybersecurity company where she led 
corporate strategy, corporate development and planning, business development, global program 
management, business operations, security operations, and Federal business development. Prior 
to RSA, Ms. Howe served as the Chief Strategy Officer of Endgame, Inc., a leading enterprise 
software security company, where she was responsible for driving market and product strategy, as 
well as leading marketing, product management, corporate development, and planning. Prior to 
her operating roles, Ms. Howe spent twelve years leading deal teams in private equity and venture 
capital; first as a Principal at Zone Ventures, an early-stage venture capital firm in Los Angeles, 
and then as Managing Director at Paladin Capital Group, a Washington, D.C.-based private 
equity fund focused on investing in next generation security companies. Ms. Howe started her 
professional career as a lawyer with O’Melveny & Myers and as a consultant with McKinsey & Co.

Ms. Howe speaks regularly on national security, cybersecurity, technology, innovation, corporate 
governance, and corporate culture. She also created a TEDx talk entitled “The Gift of Exile” about 
the long-term opportunities that can arise from the most difficult challenges encountered in 
childhood for both the individuals who suffer the adversity and the communities that can accept 
and integrate such individuals. She in a regular judge at innovation competitions including the 
RSA Conference Innovation Sandbox Competition, the RSA Conference Launchpad Competition, 
and SINET16 Innovation Competition.

Ms. Howe graduated with honors from Columbia College and holds a JD from Harvard Law 
School. She serves on a number of corporate and government boards and advisory boards, 
including the Board of Directors of Recorded Future, (Threat Intelligence), on the Board of 
Advisors of Dragos (Industrial Cyber Security), Enveil (Data Security), Picnic Threat (Insider 
Threat), and Endgame (Endpoint Protection & Detection). She is a Senior Fellow, Cybersecurity 
Initiative at New America, a nonprofit, nonpartisan think tank and a life member at the 
Council on Foreign Relations. Her non-profit work includes serving on the board of IREX, 
an international non-profit organization focused on promoting lasting change, as Vice Chair. 
Previously, she served on the Board of Global Rights, an international human rights organization, 
as Chair, Sibley Memorial Hospital (a member of Johns Hopkins Medicine) as chair of its 
Investment Committee, and Sibley Memorial Hospital Foundation as Vice Chair.  



Women Leaders in Cybersecurity Annual Award Presentation

11:30 - 11:45 AM 

Joyce Brocaglia
Founder, Executive Women’s Forum on Information Security, Risk Management and Privacy 
(EWF); Founder and CEO, Alta Associates and BoardSuited; Board of Trustees Member, Drew 
University; Board of Advisors Member, RSA Conference, Shared Assessments, Women’s 
Technology Council of NYIT; Past Board of Advisors Member, International Consortium of 
Minority Cybersecurity Professionals

Joyce Brocaglia is the CEO of Alta Associates, the Founder of the Executive Women’s Forum on 
Information Security, Risk Management and Privacy, and the CEO of BoardSuited.

Founded in 1986, Alta Associates is the most prominent executive search firm specializing in 
Cybersecurity, IT Risk Management, and Transformational Technologies. Alta, ranked one of the 
top 50 executive search firms in the U.S., has an unprecedented track record of placing CISOs and 
building world-class organizations. Most positions are filled within 90 days. 90% of those hired 
are from the first round of candidates presented and over 45% are diverse.

Joyce is a strategic advisor to her clients who has gained the trust and respect of the industry’s 
most influential executives by accomplishing their strategic and diverse hiring goals. She is 
a career advisor to industry thought leaders and sought after for her deep knowledge of the 
industry, market conditions, and building diverse workforces.

Joyce is known for her commitment to engaging, developing, and advancing women leaders. In 
2002, she founded the Executive Women’s Forum on Information Security, Risk Management 
and Privacy. Today, the EWF is the largest member organization serving emerging leaders as well 
as the most prominent and influential female executives in their field. For the past 17 years, the 
EWF has been fiercely dedicated to developing and advancing women through member events 
and programs including regional meetings, an inclusive mentoring program engaging over 200 
women every six months, an online community for 24/7 access to peers, networking dinners, a 
Rising Leaders Forum, and the Cybersecurity School Challenge, which has educated 100,000 
children about online safety and cyber careers.

In 2013, the EWF launched The Leadership Journey, a comprehensive leadership development 
program for women. Corporations are utilizing the Leadership Journey to increase the 
engagement and retention of high-potential and high-performing women and minority talent.

Now in its third year, Joyce created the EWF Cybersecurity Women on Capitol Hill Public Private 
Symposium in 2017 to educate and raise congressional awareness of the collective talent and 
subject matter expertise of women in cybersecurity and related technology fields. By gathering 
over 125 women on Capitol Hill each year, the EWF has become a conduit for members to affect 
change in public policy and increase women’s participation in the cybersecurity and privacy 
legislation process
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Rachel Greenstadt

Associate Professor, NYU Tandon School of Engineering

Dr. Rachel Greenstadt is an Associate Professor of Computer Science at New York University 
where she teaches graduate-level courses in computer security and privacy. She founded the 
Privacy, Security, and Automation Laboratory at Drexel University in 2008. She leads a research 
team of PhD students and undergraduates with interests and expertise in information extraction, 
machine learning, agents, privacy, trust, and security.  Dr. Greenstadt was among the first to 
explore the effect of adversarial attacks on stylometric methods and the first to demonstrate 
empirically how stylometric methods can fail in adversarial settings while succeeding in non-
adversarial settings. She was among the first to propose the idea of active authentication in a 
2008 position paper at the First Workshop on Artificial Intelligence and Security (AISec). 

Dr. Greenstadt’s scholarship has been recognized by the privacy research community. She is 
an alum of the DARPA Computer Science Study Group and a recipient of the NSF CAREER 
Award. Her work has received the PET Award for Outstanding Research in Privacy Enhancing 
Technologies and the Andreas Pfitzmann Best Student Paper Award. She served as co-editor-in-
chief of the journal Proceedings on Privacy Enhancing Technologies (PoPETs) for the 2017 and 
2018 volumes. Her research has been featured in the New York Times, the New Republic, Der 
Spiegel, and other local and international media outlets.

In 2019, Joyce founded BoardSuited, an online e-learning course that provides professionals 
with a practical approach to best prepare and position themselves for their first boardroom seat. 
BoardSuited combines a robust curriculum and insights from seated board members and C-level 
experts to teach learners how boards operate, their roles and responsibilities as board members, 
and guide them in creating their personal roadmap to the boardroom.

She has received numerous awards for her work, including the Industry Wired Top 
Transformational Business Leader Award, PrivSec Top 200 in Cybersecurity & Privacy, Top 
50 Women Entrepreneurs in NJ, the SmartCEO Award, the CSO Compass Award, the SANS 
Difference Maker Award, and the Information Security Magazine Women of Vision award naming 
her one of the 25 most influential women in the information security industry.

Joyce has appeared in the Wall Street Journal, USA Today, Newsweek, Network World, Network 
Computing, Information Security Magazine, CSO Magazine, and others. She is a frequent 
speaker at industry events as a subject matter expert on strategic executive hiring and building 
cybersecurity organizations. Joyce holds a Bachelor of Science in Accounting from Montclair State 
University and is a Certified Public Accountant. She is happily married to an amazing man and 
has 3 incredible daughters.

Women Leaders in Cybersecurity Annual Award Presentation

Joyce Brocaglia (Continued)

Award Introduction and Remarks
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Elizabeth Mann 
Principal, Cybersecurity, EY

Elizabeth Butwin Mann (Liz) is the EY Cybersecurity leader for Life Sciences and Health in 
the Americas. Liz has worked in the information security (cybersecurity) discipline for more 
than 25 years, with much of her time focused in the Identity and Access Management, Identity 
Governance, and, more recently, Cyber Risk disciplines.

Liz has worked on developing and delivering new and transformative solutions in Information 
Security to Fortune 100 clients in numerous sectors.  She established her leadership position early 
in the development of the cybersecurity landscape, looking at security from the perspective of 
identity, access, privilege management and entitlement reviews.

Liz serves as the Americas’ Life Sciences and Health Cybersecurity leader, tracking cyber 
intelligence and critical risk factors to assist clients in aligning their cybersecurity investments. 
She actively engages in the H-ISAC and commissions research on the topic of cyber threat in the 
health sector.

Liz is working with EY’s top clients, sharing insights and assisting in the prioritization of 
programs, in support of business priorities, risk mitigation, and regulatory compliance. She is 
developing approaches to information security that cross traditional boundaries—from ERP to 
non-ERP governance programs, to threat and vulnerability management programs, to security 
data analytics and third-party security risk management, to contemporary cyber war gaming and 
scenario-based testing and drills.

She is focused on delivering a risk-based perspective to the questions of information security and 
digital business transformation, particularly addressing board-level questions and working with 
client executives to prepare board briefings.

She leads EY’s sponsorship of the Executive Women’s Forum, actively promoting cybersecurity 
and risk management as engaging careers for women. She serves as the Americas’ cybersecurity 
leader for gender diversity and sponsors numerous diversity initiatives with a particular focus 
on supporting our female professionals: “Women in Cybersecurity,” “Working Parents,” and 
“Women in Technology” and most recently sponsoring EY’s support of “Girls Who Code” and 
“GenHERation”

Liz lives in Manhattan with her husband, two daughters, and her pet cockapoo, enjoying the 
energy and diversity that the city offers. 
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Government Perspectives: A Conversation 
on Ethics and Enforcement

11:45 - 1:00 PM 
Lunch Discussion

Tiffany George
Senior Attorney, Bureau of Consumer Protection, FTC

Tiffany George is a senior attorney in the Division of Privacy and Identity Protection in the Bureau 
of Consumer Protection at the Federal Trade Commission. She focuses primarily on enforcement 
and policy issues relating to privacy and data security and is the staff lead for the Commission’s 
Fair Credit Reporting Act portfolio. Ms. George’s matters include recent FTC settlements with 
YouTube, Equifax, and RealPage, and she was one of the primary authors of the FTC’s Big Data 
and Data Broker reports.

Saritha Komatireddy
Assistant U.S. Attorney, National Security and Cybercrime Section, U.S. Attorney’s Office for 
the Eastern District of New York

Saritha Komatireddy is an Assistant U.S. Attorney in the U.S. Attorney’s Office for the Eastern 
District of New York. She has served as Acting Deputy Chief of the International Narcotics and 
Money Laundering Section and Computer Hacking and Intellectual Property Coordinator and 
currently serves in the National Security and Cybercrime Section. Ms. Komatireddy is also a 
Lecturer in Law at Columbia Law School, where she teaches a course on Internet and Computer 
Crimes. 

Previously, Ms. Komatireddy served as Counsel to the National Commission on the BP Deepwater 
Horizon Oil Spill and Offshore Drilling and practiced law at Kellogg, Huber, Hansen, Todd, Evans 
& Figel PLLC. in Washington, D.C.  She is a graduate of Harvard College and Harvard Law School, 
and she clerked for the Honorable Brett M. Kavanaugh, then on the U.S. Court of Appeals for the 
D.C. Circuit. 

Carolyn M. Welshhans
Associate Director, Division of Enforcement, SEC

Carolyn Welshhans is an Associate Director in the SEC’s Division of Enforcement. Previously, 
she was an Assistant Director in the Enforcement Division’s Cyber Unit and Market Abuse Unit. 
Ms. Welshhans has been involved in numerous significant enforcement actions involving insider 
trading, market structure, hacking, investment advisers, broker-dealers, and public company 
accounting and financial disclosure violations. Prior to joining the Commission, Ms. Welshhans 
was in private practice. She received her JD from the Boston College Law School, and she received 
her BA from the College of William and Mary.    
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Keynote Presentation

1:00 - 1:15 PM

Jelena Kovačević
William R. Berkley Professor and Dean, NYU Tandon School of Engineering

Jelena Kovačević is the William R. Berkley Professor and Dean of the Tandon School of 
Engineering at New York University. She is the first woman to head the school since its founding 
in 1854 as the Brooklyn Collegiate and Polytechnic Institute. 

Since her arrival, she has garnered numerous accolades, including inclusion on the City & State 
“Higher Education Power 50,” “Tech Power 50,” and “50 over 50” lists, as well as Crain’s “Notable 
Women in Tech” rankings. She has also been appointed to the American Society for Engineering 
Education (ASEE) Engineering Deans Council Executive Board in which capacity she works 
with her fellow deans to provide vision and leadership on engineering research, education, and 
engagement.

Dean Kovačević received a PhD from Columbia University. She then joined Bell Labs, followed 
by Carnegie Mellon University in 2003, where she was the Hamerschlag University Professor, 
Head of the Department of Electrical and Computer Engineering, and a Professor of Biomedical 
Engineering. 

She has received the IEEE Signal Processing Society Technical Achievement Award, Dowd 
Fellowship at CMU, Belgrade October Prize, and the E.I. Jury Award at Columbia University. She 
has co-authored a number of award-winning papers and is a co-author of the textbooks Wavelets 
and Subband Coding and Foundations of Signal Processing. Dean Kovačević is a Fellow of 
the IEEE and was the Editor-in-Chief of the IEEE Transactions on Image Processing. She was 
a keynote speaker at a number of meetings and has been involved in organizing numerous 
conferences. 

Her research interests include applying data science to a number of domains such as biology, 
medicine, and smart infrastructure; she is an authority on multiresolution techniques, such as 
wavelets and frames.
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Cybersecurity Crisis Response and 
Enterprise Risk Management Strategy

1:15 - 2:30 PM 
Panel

Jennifer C. Archie
Partner, Latham & Watkins

Jennifer Archie is a preeminent cybersecurity and data privacy lawyer who advises clients 
ranging from emerging companies to Fortune 50 global enterprises in diverse matters, including 
litigation, investigations, compliance, and the protection of trade secrets and confidential 
information.

Ms. Archie has vast experience preparing for and leading the response to complex and large-
scale data breach incidents. She regularly defends clients in Federal Trade Commission and 
state consumer protection investigations against charges of data security and privacy violations. 
Ms. Archie also represents companies facing fallout from major data leakages, cyberattacks, 
and suspected trade secrets and intellectual property theft. Her strategic counseling experience 
includes advising leading cybersecurity solutions providers in connection with the release of new 
products, features, research, and vulnerability test results.

Prior to entering the practice of law, she served as Legislative Assistant and subsequently Press 
Secretary to Congressman Christopher H. Smith (R-NJ) from 1983-86. Ms. Archie received her 
JD from Cornell Law School.



Radhika Bajpai
Senior Program Manager, Google; Graduate, NYU Master of Science in Cybersecurity Risk and 
Strategy

Radhika Bajpai recently became the Senior Program Manager Lead for Google Cloud compliance 
at Google. She has over 18 years of financial services experience performing financial, 
operational, compliance and regulatory internal control reviews, risk assessments, analysis, 
and risk mitigation. She has expertise within Risk Management, Control Oversight, Strategic 
Planning, Regulatory Response, Operational Risk, Project Management, Compliance, Recovery 
and Resolution, Business Continuity Planning, Sarbanes Oxley (SOX), Risk and Control Self-
Assessment (RCSA), and SSAE18/SOC1 domains. She is an IT risk and cybersecurity professional 
with exceptional interpersonal skills and “hands-on” experience in information risk management, 
incident response, policy development, regulatory compliance, and training & awareness 
program development. Radhika has led external audit assurance programs with responsibility for 
continuous control monitoring and data analytics in various top-tier global financial institutions 
like Goldman Sachs and Bank of New York Mellon. She has led various projects in designing 
IT general controls following NIST Cybersecurity, ISACA COBIT, and Unified Compliance 
frameworks including access and entitlement management, change management, technical 
operations, and physical security domains. 

Radhika has a keen understanding of national and international laws, regulations, policies, and 
ethics related to cybersecurity controls in the financial industry. She has recently completed 
her second Master’s degree in Cybersecurity Risk & Strategy from NYU School of Law and NYU 
Tandon School of Engineering. She is an active member of the ISACA New York chapter and has 
recently presented on its Cyberresiliency and SheLeadsTech panels.
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Jodie Kautt
Vice President, Cybersecurity, Target

Jodie Kautt is Vice President of Cyber Security at Target. In this role, Jodie leads the Cyber Fusion 
Center, which integrates threat intelligence, advanced analytics, and state-of-the-art technology to 
detect, deter, investigate, and mitigate cyber threats. In addition, she leads product security, data 
protection, and enterprise incident management for Target.

Jodie is the executive champion for Target’s Technology Services Diversity Action Committee, 
focused on building a team that values open dialogue, respect, inclusion, and diversity. Prior to 
this role, she was Target’s Senior Director of Information Risk Management. 

Jodie joined Target in 2005 from KPMG, where she consulted with a variety of companies. 

Jodie earned a bachelor’s degree from Minnesota State University in Accounting, with minors in 
International Business and Business Law, as well as a master’s degree from Augsburg University 
in Business Administration. She is also a Certified Information Systems Security Professional 
(CISSP) and an inactive Certified Public Accountant (CPA).
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Francesca Lulgjuraj
Associate General Counsel and Compliance Director, Starr Insurance Holdings; Graduate, NYU 
Master of Science in Cybersecurity Risk and Strategy

Francesca joined Starr in April 2013. Serving as the head of the Compliance function, Francesca 
has expertise in various legal, compliance, and risk management matters, including Privacy, 
Information Security, and Crisis Management planning. Francesca is also an active member of 
Starr’s Enterprise Risk Management team and acts as the company’s Chief Privacy Officer.

Prior to joining Starr, Francesca worked at AIG in the global compliance function on Sanctions, 
Records Management, and Privacy Matters. 

Francesca is a member of various organizations, including the Society of Corporate Compliance 
and Ethics and the International Association of Privacy Professionals

Designations: Certified Compliance and Ethics Professional (CCEP); Certified Information 
Privacy Professional (CIPP/US and CIPP/E); and Certified Information Program Manager 
(CIPM). Most recently, Francesca received her MS in Cybersecurity Risk and Strategy from NYU.   

Kylie Watson
CISO, Sumitomo Mitsui Banking Corp.

Kylie Watson is the Chief Information Security Officer for Sumitomo Mitsui Financial Group 
International Business Unit entities operating in the Americas. Ms. Watson is charged with 
establishing security strategy and direction and is the corporate advocate for information security 
best practices. She is responsible for defining the company’s security vision in support of the 
business and promoting a culture of Cyber Risk awareness. Ms. Watson’s role also includes 
System Risk Management and Security Operations. 

Ms. Watson has worked in Australia, the United Kingdom, Japan ,and the United States and has 
more than 25 years of experience in Information Technology in roles as diverse as Global Crisis 
Management, Program Management, Application Development, Corporate User Liaison, and 
as a Systems Engineer. Prior to joining SMBC, Ms. Watson worked for IBM in Australia. She is 
a Certified Information Systems Security Professional (CISSP), a Certified Information Security 
Manager (CISM), and is Certified in Risk & Information Systems Control (CRISC).
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